[bookmark: _GoBack]3GPP TSG-SA1 Meeting #90	S1-202049
Electronic Meeting, 18 - 22 May 2020	(revision of S1-202xxx)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	22.263
	CR
	0003
	rev
	-
	Current version:
	17.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	X
	Core Network
	X



	

	Title:	
	On the generic 5G requirements for VIAPA

	
	

	Source to WG:
	Vodafone, BBC, EBU

	Source to TSG:
	SA1

	
	

	Work item code:
	AVPROD
	
	Date:
	2020-05-06

	
	
	
	
	

	Category:
	D
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	This is a quality improvement CR to move the generic requirements for VIAPA from TS 22.263 to TS 22.261. 

	
	

	Summary of change:
	Moved the requirements in TS 22.263 clause 5.1 to the related clauses in TS 22.261.

	
	

	Consequences if not approved:
	The quality of the specifications is suboptimal.

	
	

	Clauses affected:
	5.1

	
	

	
	Y
	N
	
	

	Other specs
	X
	
	 Other core specifications	
	TS 22.261... CR 0442... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	




Page 1






[bookmark: _Toc26360557][bookmark: _Toc27763250]5.1	Non-public network requirements
The 5G system enables an NPN for video, imaging and audio for professional applications. The related requirements are described in 3GPP TS 22.261 [4]:
-	Generic NPN requirements can be found in clause 6.25. 
-	Requirements on the subscription aspects can be found in clause 6.14. 
-	Authentication requirements can be found in clause 8.3.
Based on MNO and NPN policy, the 5G system shall support a mechanism to enable MNO to update the subscription of an authorized UE in order to allow the UE to connect to a desired NPN. This on-demand mechanism should enable means for a user to request on-the-spot network connectivity which is authorized by its MNO.
The 5G system shall enable an NPN to be able to request a third-party service provider to perform NPN access network authentication of a UE based on non-3GPP identities and credentials supplied by the third party service provider.
The 5G system shall enable an NPN to support multiple third-party service providers.
The 5G system shall enable an NPN to be able to request a PLMN to perform NPN access network authentication of a UE based on 3GPP identities and credentials supplied by the PLMN.
Based on operator policy, the 5G system shall support a mechanism to provision on-demand connectivity (e.g. IP connectivity for remote provisioning). The 5G system shall support an on-demand mechanism for a user (human or software) to request on-the-spot network connectivity while providing operators with identification and security tools for the provided connectivity.
The 5G system shall support a secure mechanism for a network operator of an NPN to remotely provision the non-3GPP identities and credentials of a uniquely identifiable and verifiably secure IoT device.
In the event of a loss of communication between RAN and core network, the 5G system shall be able to provide capability to securely re-connect an NPN network function within a short period of time (<1s).

